# Vedlegg

## 3.3 Gjennomføring av risikovurdering

Tabellen nedenfor inneholder eksempler på områder som bør inngå i en risikovurdering:

| **Tema****(Referanse til kapittel)** | **Område** | **Konfidensialitet** | **Integritet** | **Tilgjengelighet** |
| --- | --- | --- | --- | --- |
| Tilgangsstyring(4.1) | Brukerkontoer og roller er iht. tjenstlige behov | [x]  | [x]  | [x]  |
| Autentiseringsmetode  | [x]  | [ ]  | [x]  |
| Logging(4.2 ) | Logger i tilknytning til helse- og personopplysninger | [ ]  | [x]  | [x]  |
| Logger for infrastruktur | [ ]  | [x]  | [x]  |
| Kryptering(4.3) | Mellom bruker (klienten), leverandøren, internt hos leverandøren og eventuelle underleverandører | [x]  | [x]  | [ ]  |
| Konfigurasjonskontroll(4.4) | Separering mellom kunder | [x]  | [ ]  | [ ]  |
| Bevissthet rundt hvor data ligger i leverandørens ulike datasenter, i ulike land | [x]  | [ ]  | [x]  |
| Pasientrettigheter og personvern(4.5) | Pasienten/brukeren må sikres innsyn i egne helse- og personopplysninger og logger | [ ]  | [x]  | [x]  |
| Pasientens/brukerens rettigheter til retting/sletting av helse- og personopplysninger må ivaretas | [ ]  | [x]  | [ ]  |
| Tilbakelevering(3.8) | Virksomheten har ikke tilgjengelig en applikasjon for å behandle helse- og personopplysninger som er tilbakelevert | [ ]  | [x]  | [x]  |